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I. Introduction: Privacy or Security?

“The principal casualty of the war on terror has been privacy”

II. Privacy and Security, not Privacy or Security

Privacy and security as public goods as well as rights.


Privacy as a constitutive element of public space


Security as a constitutive element of private space

III. What kind of security threat are we facing?

Network-based threats to security

Reconceiving security and privacy within network-like language

IV. Efficiency: What kinds of strategies will work?

Broad surveillance of individuals is inefficient

Decoupling of complex public systems; surveillance of place rather than of people

Redundancy as efficiency

V. Reforming Intelligence

Sharing information as a resource rather than holding it as an asset

Privacy as a public good embedded within a rules-based system

VI. Conclusion: A Networked Model

Flexibility, local initiative, and openness rather than hierarchy and secrecy

Transparent procedures of accountability that are citizen-based

Principles of governance and monitoring of procedures

